
  

 . This Technical Circular and the material contained in it is provided only for the purpose of 
supplying current information to the reader and not as an advice to be relied upon by any 
person. 
. While we have taken utmost care to be as factual as possible, readers/ users are advised to 
verify the exact text and content of the Regulation from the original source/ issuing Authority. 

 

  

 

 

To whomsoever it may concern  
 

Subject: Cyber Interference Reporting to NATO Shipping Centre. 

• NATO has expressed their concern about cyber security in the Mediterranean region. 

Several electronic interferences are said to have been detected, particularly GPS and AIS 

interference, as well as possible GPS jamming in the Eastern Mediterranean.  

 

• Additional reporting is requested by NATO Maritime Command in order to construct a 

comprehensive picture of this activity and thereby assess the impact in the maritime 

domain.  

 

• Ship owners and managers are advised to be guided by information posted on NATO 

Shipping Centre website (www.shipping.nato.int), regarding subject reporting. 

 

 

Enclosure: 

1. Cyber Interface – as posted on NATO Shipping Centre website. 

 

 

 

 

 

 

 

 

 

 

    

         No.: 060/2018       Date: 3rd August 2018 

Technical Circular 



 

  

Whilst the utmost care has been taken in the compilation of the Technical Information, neither Indian Register of 

Shipping, its affiliates and subsidiaries if any, nor any of its directors, officers, employees or agents assume any 

responsibility and shall not be liable to any person for any loss, damage or expense caused in any manner 

whatsoever by reliance on the information in this document. 

 

 

 

 

 

 

 


